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For ethics exemption, only pre-existing non-identifiable data can be used.



Existing Approach

Data custodian de-identifies data
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Decryption Password:

This analysis will extract team formations in a way that allows 

studying the team, but not individuals.

• Data will be resampled to 1Hz (1 sample per second) to 

reduce risk of revealing detailed player movements.

• Team formations will be represented as a “point cloud” that 

includes non-identifiable dots for the location of each player 

in the formation, but does not allow tracing the position of 

individual players over the full course of the match
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